SDTF‑HEI Institutional Capacity Self‑Assessment Toolkit
Instrument 3: Evidence Checklist (Document Collection & Data Preparation)

How to use this checklist
Use this checklist to identify and collect evidence that supports scoring decisions in the Scoring Template. For each evidence item, record (i) where it is stored (URL or file path), (ii) date/version, and (iii) responsible owner. Not all items will exist in every HEI; where an item is not available, this usually implies a lower maturity score.
Linking evidence to scoring indicators (recommended)
The Scoring Template includes indicator IDs for each domain (e.g., S1–S5 for DT Strategy, G1–G5 for Governance). When collecting evidence, it is recommended to (i) assign each artefact a short evidence reference code (e.g., STR‑01, GOV‑03), (ii) record where it is stored (URL/file path), and (iii) note which indicator(s) the artefact supports. This cross‑referencing strengthens traceability and makes domain scoring decisions easier to justify in the assessment workshop.
	Evidence ref code
	Linked indicator ID(s)
	Evidence item / artefact
	Type (policy / minutes / dashboard / etc.)
	Owner
	Date / version
	Storage location (URL / file path) + notes

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	


A. Core institutional evidence (recommended for all HEIs)
	Evidence item
	Examples of acceptable artefacts
	Where to record it (suggested)
	Collected? (Y/N)
	Link / reference / notes

	Institutional strategic plan (latest)
	Strategic plan PDF; annual report; strategy presentation
	Evidence register / SharePoint / drive
	
	

	DT strategy / roadmap (if separate)
	DT roadmap deck; digital strategy PDF; programme charter
	
	
	

	Organisational chart for DT/IT/e-learning
	Org chart; committee membership list; ToR
	
	
	

	Digital service catalogue
	IT service catalogue; e-services list; portal screenshots
	
	
	

	Key platforms overview
	Enterprise architecture diagram; list of LMS/SIS/ERP/CRM; integration map
	
	
	

	Monitoring dashboards / KPI reports
	Dashboard screenshots; BI reports; balanced scorecard extracts
	
	
	

	Training catalogue and training logs
	Training calendar; attendance logs; LMS training course completion reports
	
	
	

	Helpdesk/service management analytics
	Ticketing reports; SLAs; response-time metrics
	
	
	

	Policies (data, cybersecurity, privacy)
	Data governance policy; cybersecurity policy; incident response plan
	
	
	

	Key vendor contracts / SLAs (if relevant)
	Signed SLA; vendor scorecard; contract summary
	
	
	


Domain 1 – DT Strategy (Indicators S1–S5)
Tick and collect the items below as applicable. Where evidence is sensitive, record a redacted version or a summary note describing what exists and who can verify it.
	Evidence item
	Description / examples
	Collected? (Y/N)
	Link / reference / notes

	DT roadmap with sequencing
	Roadmap showing phases, dependencies, milestones, and owners.
	
	

	Portfolio prioritisation criteria
	Documented criteria (value, risk, effort); prioritisation matrix.
	
	

	Resourcing and budgeting approach
	DT budget line; project funding approvals; business cases.
	
	

	Benefits realisation/KPI model
	KPI tree; benefits map; targets and reporting cadence.
	
	

	Risk management integration
	Risk register including digital/cyber/continuity risks; mitigation plans.
	
	


Domain 2 – Governance, Leadership & Management (Indicators G1–G5)
Tick and collect the items below as applicable. Where evidence is sensitive, record a redacted version or a summary note describing what exists and who can verify it.
	Evidence item
	Description / examples
	Collected? (Y/N)
	Link / reference / notes

	DT governance structure
	Steering committee ToR; membership; meeting schedule.
	
	

	Decision rights & accountability
	RACI; delegated authority matrix; escalation paths.
	
	

	Project management routines
	Stage-gate templates; weekly/monthly status reports; PMO artefacts.
	
	

	Standards and policies
	Architecture standards; data standards; procurement standards.
	
	

	Sustainability of governance
	Succession/hand-over processes; documented operating model; role descriptions.
	
	


Domain 3 – Communication for Social & Cultural Change (Indicators C1–C4)
Tick and collect the items below as applicable. Where evidence is sensitive, record a redacted version or a summary note describing what exists and who can verify it.
	Evidence item
	Description / examples
	Collected? (Y/N)
	Link / reference / notes

	DT communication plan
	Communication plan; messaging calendar; email/newsletter campaigns.
	
	

	Two-way engagement evidence
	Survey reports; workshop agendas; focus group notes; feedback summaries.
	
	

	Champions network
	List of digital champions/ambassadors; community of practice activities.
	
	

	Resistance management
	Change impact assessments; FAQs; issues log and resolution actions.
	
	


Domain 4 – Training & Development (Indicators T1–T5)
Tick and collect the items below as applicable. Where evidence is sensitive, record a redacted version or a summary note describing what exists and who can verify it.
	Evidence item
	Description / examples
	Collected? (Y/N)
	Link / reference / notes

	Role-based learning pathways
	Competency framework; role-based curricula; onboarding modules.
	
	

	Digital pedagogy development
	Teaching innovation workshops; course redesign programmes; micro-credentials.
	
	

	Support resources
	Knowledge base; user manuals; video guides; drop-in clinics schedule.
	
	

	Training evaluation
	Pre/post assessments; satisfaction surveys; adoption analytics tied to training.
	
	

	Incentives & time allocation
	Recognition schemes; workload allocation; professional development policy.
	
	


Domain 5 – DT‑Specific Investments (Indicators I1–I6)
Tick and collect the items below as applicable. Where evidence is sensitive, record a redacted version or a summary note describing what exists and who can verify it.
	Evidence item
	Description / examples
	Collected? (Y/N)
	Link / reference / notes

	Platform stack coverage
	Inventory of LMS/SIS/ERP/CRM; lifecycle and ownership.
	
	

	Integration & identity
	SSO architecture; API catalogue; integration middleware documentation.
	
	

	Cloud strategy & operations
	Cloud policy; migration plan; cost optimisation reports.
	
	

	Cybersecurity & privacy
	Security architecture; audits; awareness campaigns; incident reports (redacted).
	
	

	Data & analytics capability
	Data dictionary; BI architecture; dashboard catalogue; data governance minutes.
	
	

	Emerging tech governance
	AI/VR pilots with ethical/pedagogical review; model governance; evaluation reports.
	
	


Domain 6 – Ecosystem Partnerships & Vendor Management (Indicators P1–P5)
Tick and collect the items below as applicable. Where evidence is sensitive, record a redacted version or a summary note describing what exists and who can verify it.
	Evidence item
	Description / examples
	Collected? (Y/N)
	Link / reference / notes

	Partnering strategy
	Build vs buy policy; partnership selection criteria; interoperability principles.
	
	

	Contracting & SLAs
	Service agreements; uptime commitments; support response metrics.
	
	

	Vendor performance reviews
	Quarterly review minutes; vendor scorecards; issue logs.
	
	

	Capability transfer
	Train-the-trainer documentation; knowledge transfer plans; co-development artefacts.
	
	

	Exit and lock-in mitigation
	Data portability plan; exit clauses; multi-vendor benchmarking.
	
	


B. Data preparation guidance (good practice)
Use a single evidence register (spreadsheet or table) to index documents with a short ID (e.g., STR‑01, GOV‑03) and link each artefact to the relevant indicator ID(s) used in the Scoring Template (e.g., S1, G3).
Record version/date for each artefact; keep the latest approved version where possible.
Where evidence is web-based (portals), capture screenshots with date stamps for traceability.
For analytics evidence (dashboards), export summary views (PDF/image) and record the data period covered.
For policies and minutes, include signatures/approval markers if available.
Redact personal data before sharing evidence beyond the assessment group.
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